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Data Steward
Information Technology Management GS-2200 GS-11/12 

Objectives:

Under the direction of the PNAMP Coordinator, the PNAMP Data Steward provides technical assistance to the Pacific Northwest Aquatic Monitoring Partnership (PNAMP) and its associated technical workgroups, including Watershed Monitoring, Project Effectiveness Monitoring, Fish Population Monitoring, Estuary Monitoring, and Data Management.
The purpose of the Pacific Northwest Aquatic Monitoring Partnership (PNAMP) is to provide a forum for coordinating state, federal, and tribal aquatic habitat and salmonid monitoring programs. Improved communication, shared resources and data, and compatible monitoring efforts provide increased scientific credibility, cost-effective use of limited funds and greater accountability to stakeholders.

PNAMP collaborates and consults with other regional organizations active in biological monitoring, e.g. the Integrated Status and Effectiveness Monitoring Partnership (ISEMP); the Columbia River Intertribal Fisheries Council (CRITFC); the Washington Salmon Recovery Funding Board (WSRFB); and the Oregon Water Enhancement Board (OWEB).
PNAMP and its partners participate in regional and national information management groups, e.g. the Northwest Environmental Data Network (NED), The Pacific Northwest Regional Geographic Information Council (PNW-RGIC), Columbia Fish and Wildlife Authority (CBFWA), StreamNet, and others.  Information management activities include assisting monitoring practitioners in identifying needs, communicating technical expert workgroups’ functional requirements to application development teams; developing and deploying database applications and supporting regional and national data (and metadata) standards and clearinghouses.
The PNAMP Data Steward will facilitate dialog between PNAMP technical workgroups, regional information management groups, and regional application development teams.  The Data Steward is responsible for providing recommendations to the PNAMP Coordinator and Steering Committee on regional data management issues, tools, and procedures; communicating with monitoring practitioners to identify needs; communicating user requirements to development teams; conducting user testing and acceptance processes; and providing training and technical support for workgroups to facilitate use of the PNAMP Protocol library and other regional data management tools, such as metadata applications, use of data portals, and the development of a regional monitoring data dictionary.

The PNAMP Data Steward is responsible for developing, populating, and maintaining the PNAMP Biological Monitoring Protocol Library and providing customer support to its users and contributors.  The Data Steward is also responsible for maintaining supporting documentation associated with the PNAMP Protocol Library, e.g. work processes, use cases, business rules, system requirements, documentation, and user guides.
The PNAMP Protocol Library is a database application that supports monitoring activities across the Pacific Northwest region, including threatened and endangered salmonid evolutionary significant units (ESU’s) that range from Northern California to Alaska and across the Columbia Basin.  The PNAMP Protocol Library is designed to function as a data dictionary for standardized monitoring data by describing their content (data element properties) and documenting associated procedures (data collecting, processing, and analyzing methods).
Major Duties:

Primary responsibilities include the following Information Technology Management specialty areas and functions, as identified in Job Family Position Classification Standard for Administrative Work in the Information Technology Group, GS-2200):  Applications Software; Data Management; and Customer Support.  Incumbent must also have understanding of biology and the ability to communicate effectively with experts in biological fields.
Applications Software

The incumbent assists regional development teams with the design, documentation, development, modification, testing, installation, and support of new or existing software applications associated with the PNAMP Protocol Library and a regional monitoring data dictionary.
Functions may include:  analyzing and refining systems requirements; planning and developing systems architecture; determining output media and formats; designing user interfaces; working with customers to test applications; assuring software and systems quality and functionality; writing and maintaining program documentation; evaluating new applications software technologies; and/or ensuring the rigorous application of information security and assurance policies, principles, and practice to the delivery of application software services.

Data Management
The incumbent is responsible for the planning, development, implementation, and administration of the PNAMP Protocol Library for the acquisition, storage, and retrieval of its contents. Other tasks include: communicate PNAMP workgroup functional requirements to application development teams; develop sample content for new data management tools and test applications for ability to meet PNAMP needs; train and support PNAMP workgroups to use regional data management tools; and work with PNAMP workgroups to document PNAMP supported data collection protocols.
Functions may include:  analyzing and defining data requirements and specifications; designing, normalizing, developing, installing and implementing databases; installing, configuring, and maintaining database management systems software; analyzing and planning for anticipated changes in data capacity requirements; developing and administering data standards, policies, and procedures; evaluating and providing recommendations on new database technologies and architectures; and/or ensuring the rigorous application of information security and assurance policies, principles, and practice to the delivery of data management services.

Data Management functions may also include planning, designing, developing, and managing web services to provide Internet access to PNAMP Protocol Library users and contributors.
Customer Support

The incumbent is responsible for the planning and delivery of customer support services, including installation, configuration, troubleshooting, customer assistance, and/or training, in response to customer requirements.

Functions may include:  diagnosing and resolving problems in response to customer reported incidents; researching, evaluating, and providing feedback on problematic trends and patterns in customer support requirements; developing and maintaining problem tracking and resolution databases; developing customer support policies, procedures, and standards; providing customer training; and/or ensuring the rigorous application of information security/information assurance policies, principles, and practices in the delivery of customer support services.

Factor 1 - Knowledge Required by the Position:

[Level 1 -7]

Knowledge of, and skill in applying, most of the following:

· IT concepts, principles, methods, and practices;

· the mission and programs of customer organizations;

· various organizations’ 
IT infrastructures;

· systems testing and evaluation principles, methods, and tools;

· IT security principles and methods;

· requirement analysis principles and methods;

· COTS products and components;

· Internet technologies to analyze the Internet potential of systems, networks, and data;

· new and emerging information technologies and/or industry trends;

· analytical methods and practices;

· project management principles and methods; and

· oral and written communication techniques sufficient to accomplish assignments such as:

· plan and carry out difficult and complex assignments and develop new methods, approaches, and procedures;

· provide advice and guidance on a wide range and variety of complex IT issues;
· communicate with and guide non-IT specialists on development and utilization of IT;
· interpret IT policies, standards, and guidelines;

· conduct analyses and recommend resolution of complex issues affecting the specialty area;

· evaluate and recommend adoption of new or enhanced approaches to delivering IT services;

· test and optimize the functionality of systems, networks, and data;

· identify and define business or technical requirements applied to the design, development, implementation, management, and support of systems and networks;

· ensure optimal use of commercially available products;

· evaluate proposals for the acquisition of IT products or services;

· prepare and present reports;

· represent the organization 
in interactions with other organizations; and

· provide technical leadership on group projects.

(Applications Software) Knowledge of, and skill in applying:

· software design principles, methods, and approaches;

· principles, methods, and procedures for designing, developing, optimizing, and integrating new and/or reusable systems components;

· pertinent government regulations, such as the Americans with Disabilities Act
;

· infrastructure requirements, such as bandwidth and server sizing; and

· database management principles and methodologies, including data structures, data modeling, data warehousing, and transaction processing sufficient to:

· design and develop efficient and effective applications through optimal use of reusable components;

· ensure applications are consistent with the current and planned infrastructure and data environments.

(Data Management) Knowledge of, and skill in applying:
· database management concepts, principles, and methods including database logical and physical design, normalization, storage capacity management, and backup and recovery;
· sources, characteristics, and uses of the organization’s 
data assets;

· database management systems, query languages, table relationships, and views;

· data administration and data standardization policies and standards

sufficient to:

· design, develop, and maintain data management systems that meet current and future business requirements of the organization and its customers;

· design, develop, and maintain databases;

· generate complex queries and reports; and

· develop data dictionaries, data models, metadata repositories, and other data management tools.
(Customer Support) Knowledge of, and skill in applying:
· a wide variety of applications, operating systems, protocols, and equipment used in customer organizations; and 
· methods and practices for troubleshooting, recovering, adjusting, modifying, and improving IT systems sufficient to:

· provide advice and assistance to customers, particularly those who are not IT specialists;

· troubleshoot complex problems; and

· provide support in a manner that minimizes interruptions in customers’ ability to carry out critical business activities.
· knowledge and experience with the scientific process, biological/physical monitoring activities and work flow, and fundamental concepts related to salmon ecology and life history
· effective interpersonal communication skills
· effective technical writing skills

Factor 2 – Supervisory Controls

Level 2-4

How Work Is Assigned – The supervisor outlines overall objectives and available resources. The employee and supervisor, in consultation, discuss timeframes, scope of the assignment including possible stages, and possible approaches.

Employee Responsibility – The employee:

• determines the most appropriate principles, practices, and methods to apply in all phases of assignments, including the approach to be taken, degree of intensity, and depth of research in management advisories;

• frequently interprets regulations on his/her own initiative, applies new methods to resolve complex and/or intricate, controversial, or unprecedented issues and problems, and resolves most of the conflicts that arise; and

• keeps the supervisor informed of progress and of potentially controversial matters.

How Work Is Reviewed – The supervisor reviews completed work for soundness of overall approach, effectiveness in meeting requirements or producing expected results, the feasibility of recommendations, and adherence to requirements. The supervisor does not usually review methods used.

Factor 3 – Guidelines
Level 3-4
Guidelines Used – The employee uses guidelines and precedents that are very general regarding agency policy statements and objectives. Guidelines specific to assignments are often scarce, inapplicable or have gaps in specificity that require considerable interpretation and/or adaptation for application to issues and problems.

Judgment Needed – The employee uses judgment, initiative, and resourcefulness in deviating from established methods to:

• modify, adapt, and/or refine broader guidelines to resolve specific complex and/or intricate issues and problems;

• treat specific issues or problems;

• research trends and patterns;

• develop new methods and criteria; and/or

• propose new policies and practices.

Factor 4 – Complexity
Level 4 – 4

Nature of Assignment – Work consists of a variety of and methods pertinent to the IT field, and more specifically for the following specialties:

Applications: the full range of applications development activities for major software projects;

Data Management: enhancing database management practices, such as implementing new database structures and formats and converting legacy data to new formats.
What Needs To Be Done – The employee decides what evaluating unusual circumstances; considering different approaches; and dealing with incomplete and conflicting data.

Difficulty and Originality Involved – The employee uses judgment and originality by:

interpreting data; planning the work; and refining the methods and techniques being used.
Factor 5 – Scope and Effect
Level 5 – 4

Scope of the Work – Work involves:

• establishing criteria;

• formulating projects;

• assessing program effectiveness; and/or

• investigating/analyzing a variety of unusual conditions, problems, or issues.

• monitoring software development contracts to ensure compliance with specifications;

• planning and coordinating the testing, installation, and implementation of vendor provided software;

Effect of the Work – Work affects a wide range of agency activities or the activities of other organizations; ensures the delivery and deployment of vendor-developed software in accordance with cost and performance specifications.

Factor 6 – Personal Contacts and Factor 7 – Purpose of Contacts
Level 3

Individuals or groups from outside the agency, including consultants, contractors, vendors, or representatives of professional associations, the media, or public interest groups, in moderately unstructured settings. This level may also include contacts with agency officials who are several managerial levels removed from the employee when such contacts occur on an ad hoc basis. Must recognize or learn the role and authority of each party during the course of the meeting.
Level B

To plan, coordinate, or advise on work efforts, or to resolve issues or operating problems by influencing or persuading people who are working toward mutual goals and have basically cooperative attitudes. Contacts typically involve identifying options for resolving problems.

Factor 8 – Physical Demands

Level 8 – 1

The work is sedentary. Some work may require walking and standing in conjunction with travel and to attendance at meetings and conferences away from the work site. Some employees may carry light items such as papers, books, or small parts, or drive a motor vehicle. The work does not require any special physical effort.

Factor 9 – Work Environment

Level 9 – 1

The work area is adequately lighted, heated, and ventilated. The work environment involves everyday risks or discomforts that require normal safety precautions. Some employees may occasionally be exposed to uncomfortable conditions in such places as research and production facilities.
�Which organization?  The customer organizations mentioned in the preceding bullet, or PNAMP?  Of course, PNAMP has no IT infrastructure.  If customer organizations, then this should be plural.


�PNAMP?


�Huh?


�PNAMP?





PAGE  
5
Draft Staff Data Steward 2008_0127


